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1
METHOD AND DEVICE USING ONE-TIME
PAD DATA

FIELD OF THE INVENTION

The present invention relates to a method and device using
one-time pad data.

BACKGROUND OF THE INVENTION

As is well known, two parties that posses the same secret
random data can provably achieve both unbreakable secure
communication using the Vernam cipher, and discrimination
between legitimate messages and false or altered ones (using,
for example, Wegman-Carter authentication). In both cases,
however, data used from the secret random data shared by the
parties must not be re-used. The term “one-time pad” is there-
fore frequently used to refer to the secret random data shared
by the parties and this term, or its acronym “OTP”, is used
herein for secret random data shared by more than one party.
Although for absolute security the one-time pad data must be
truly random, references to one-time pads (OTP) herein
includes secret data that may not be truly random but is
sufficiently random as to provide an acceptable degree of
security for the purposes concerned.

The fact that the OTP data is effectively consumed when
used gives rise to a major drawback of the employment of
OTP cryptographic systems, namely that the OTP must be
replenished.

One approach to sharing new OTP data between two par-
ties is for one party to generate the new OTP data and then
have a copy of the data physical transported in a storage
medium to the other party. This is costly to do, particularly
where it needs to be done frequently; furthermore, it may not
be feasible to adopt this approach (for example, where one of
the parties is a communications satellite).

Another approach is to send the OTP data over a commu-
nications link encrypted using a mathematically-based
encryption scheme. However, this approach effectively
reduces the security level to that of the encryption scheme
used; since no such schemes are provable secure and may
well prove susceptible to attack as a result of advances in
quantum computing, this approach is no better than replacing
the intended OTP system with a mathematically-based
scheme.

More recently, quantum key distribution (QKD) methods
and systems have been developed which enable two parties to
share random data in a way that has a very high probability of
detecting any eavesdroppers. This means that if no eaves-
droppers are detected, the parties can have a high degree of
confidence that the shared random data is secret. QKD meth-
ods and systems are described, for example, in U.S. Pat. No.
5,515,438 and U.S. Pat. No. 5,999,285. In known QKD sys-
tems, randomly polarized photons are sent from a transmit-
ting apparatus to a receiving apparatus either through a fiber-
optic cable or free space.

As a consequence of the actual and perceived problems of
sharing secret random data, OTP cryptographic systems have
generally only been used in applications where the security
requirements are paramount such as certain military and gov-
ernment applications.

Because OTP cryptography is generally only employed
where very high security is needed, the types of system where
it is used are those where other components of the overall
system do not significantly compromise the level of security
provided by OTP cryptography. In particular, there is little
point in using OTP cryptography for passing secret messages
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between parties if the messages are to be stored or subse-
quently transmitted in a manner that is significantly less
secure. Furthermore, the storage of the OTP data itself repre-
sents a security threat and unless the OTP data can be stored
in a highly secure manner, it is better to share OTP data only
at a time immediately before it is to be consumed.

SUMMARY OF THE INVENTION

According to a first aspect of the present invention, there is
provided a method of using one-time pad data, comprising
combining together inputs comprising at least first and sec-
ond data from the pad, to form an output from which the data
used from the pad cannot be recovered without knowledge of
at least one of the first and second data.

According to a second aspect of the present invention, there
is provided a device comprising a memory for holding one-
time pad data, and a data processor arranged to receive inputs
comprising at least first and second data from the pad, and to
combine together these inputs to form an output from which
the data used from the pad cannot be recovered without
knowledge of at least one of the first and second data.

BRIEF DESCRIPTION OF THE DRAWINGS

Embodiments of the invention will now be described, by
way of non-limiting example, with reference to the accom-
panying diagrammatic drawings of embodiments of the
invention, in which:

FIG. 1 is a diagram of a generalised form of user OTP
device used in embodiments of the invention;

FIG. 2A is a diagram illustrating the use of a trusted data
store to transfer OTP data;

FIG. 2B is a diagram illustrating the use of a first form of
trusted random data generator to generate and distribute OTP
data;

FIG. 2C is a diagram illustrating the use of a second form
of trusted random data generator to generate and distribute
OTP data;

FIG. 3 is a diagram depicting a user OTP device interacting
with a distributed data processing system;

FIG. 4 is a diagram illustrating encryption of a message in
which each message bit is encrypted using multiple OTP data
bits; and

FIG. 5 is a diagram illustrating generation of an attribute
verifier by combining together blocks of one-time pad data.

BEST MODE OF CARRYING OUT THE
INVENTION

FIG. 1 shows, in generalized form, a user OTP device 10
for storing and using one-time pad data for various applica-
tions such as, for example, encryption and identification.
Preferred embodiments of the device 10 are portable in form
and are, for example, constituted by hand-held devices such
as mobile phones and PDAs; however, other embodiments of
the apparatus 10 can be of non-portable form such as a per-
sonal desktop computer.

In use, the OTP device 10 is intended to communicate with
OTP apparatus having access to the same secret random data
as the device 10 in order to conduct an OTP interaction (that
is, an interaction requiring use of the same OTP data by the
device and apparatus). Such OTP apparatus is hereinafter
referred to as the “complementary OTP apparatus” with
respect to the device 10; this apparatus can be of the same
general form as the user OTP device 10 or can be of a different
form and/or form part of a distributed system as will be
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described more fully hereinafter. Generally, the complemen-
tary OTP apparatus will be shown with a circular boundary in
the Figures and will be referenced ‘20°.

The User OTP Device 10

The user OTP device 10 comprises the following func-
tional blocks:

a user interface block 11 for interfacing with a user;

aclassical data-transfer interface 12 for transferring data to

and/or from external entities by wired or non-wired
means, or by media transfer;
a memory 13 for storing OTP data;
an OTP provisioning block 14 which, through interaction
with an external entity, is arranged to provide new secret
random data for initializing or replenishing the memory
13 with OTP data;

an OTP consumption block 15 for carrying out one or more
applications that consume OTP data stored in memory
13; and

a control block 16 for controlling and coordinating the
operation of the other blocks in response to inputs
received through the user interface 11 and the data-
transfer interface 12.

Typically, the functional blocks 11 to 16 are implemented
using a program-controlled processor together with appropri-
ate specialized sub-systems. Further details of each block are
given below for the case where a processor-based system
(including a main processor and associated memory) is used
to carry out at least most of the data processing tasks of the
device 10, such tasks including, in particular, the control and
coordination tasks of control block 16 and the running of the
security applications embodying the OTP consumption block
15.

User Interface 11

The user interface 11 typically comprises an LCD display
and an input keypad but may also include audio input and/or
output means.

Classical Data-Transfer Interface 12

The classical data-transfer interface 12 can comprise a
non-wired interface such as a Bluetooth (Trademark) wireless
interface or an IrDA infrared interface; however, a wired
interface can alternatively or additionally be provided such as
an USB interface (as used herein, the term “wired” is to be
understood broadly to cover any type of interface that
requires electrical elements to be brought into physical con-
tact). For circumstances where transit delay is not an issue, it
is also possible to implement the data-transfer interface 12 as
a removable storage medium and related read/write arrange-
ment.

OTP Memory 13

The OTP memory 13 can be part of the general memory
associated with the main processor of device 10 or can be
formed by a separate memory. In either case, the OTP data is
preferably secured against unauthorized access by one or
more appropriate technologies. For example, the memory 13
can all be provided in a tamper-resistant hardware package.
Alternatively, a protected storage mechanism can be used in
which all but the root of a hierarchy (tree) of encrypted data
objects is stored in ordinary memory, the root of the hierarchy
being a storage root key which is stored in a tamper-resistant
hardware package and is needed to decrypt any of the other
data objects of the hierarchy. Furthermore, trusted platform
techniques can be used to ensure that only authorized soft-
ware can access the OTP data. Itis also possible touse QRAM
(Quantum RAM) technologies.

Where the device 10 is designed such that OTP data is
consumed immediately following its provisioning, the secu-
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4

rity requirements of memory 13 can be reduced (unless the
device 10 is designed to operate unattended).
OTP Provisioning Block 14

With regard to the OTP provisioning block 14, the most
secure way to share secret random data is to use a quantum
key distribution method such as described in the documents
referenced in the introduction to the present specification. In
this case, the OTP provisioning block is provided with a QKD
subsystem 17 that can be either a QKD transmitter or a QKD
receiver. [t is relatively straightforward to incorporate a QKD
transmitter within a hand-held device and then to provide a
cradle or similar mechanical arrangement to ensure that the
device is properly optically aligned to interact with a fixed
QKD receiver subsystem. In fact, it is possible to dispense
with a mechanical alignment arrangement by the use of an
automated or semi-automated alignment system such as is
disclosed in our co-pending UK patent application no.
0512929.6 filed 16 Jun. 2005.

The OTP provisioning block 14 need not be built around a
QKD subsystem and a number of alternative embodiments
are possible. Thus, in one such alternative embodiment the
OTP provisioning block 14 is simply be arranged to store to
the OTP memory 13, secret random data received via the
data-transfer interface 12 from either:

(1) OTP apparatus seeking to share secret random data with

the device 10 either directly or via a trusted data store;

(i) a trusted random data generator that has the role of

generating secret random data and passing it both to the
user device 10 and to OTP apparatus with which the
device 10 is wishing to interact using shared OTP data.

FIG. 2A illustrates the use of a trusted data store 21 for
transferring secret random data to the device 10. In FIG. 2A,
secret random data provided by the complementary OTP
apparatus 20 is first passed to the trusted data store where it is
held in memory 23 before being subsequently transferred to
the OTP device 10. The trusted data store 21 can be infra-
structure equipment or stand-alone equipment such as ahand-
held device.

FIG. 2B illustrates the use of a trusted random data gen-
erator 24. The trusted generator 24 includes a random data
generation arrangement 22 for generating the random data,
this data being generated at a time that the trusted random data
generator 24 is in communication with the device 10 so that
the random data can be passed immediately to the device 10.
The trusted random data generator 24 also stores the random
data it has generated in memory 23 and subsequently trans-
fers this data to the complementary OTP apparatus 20. It will
be appreciated that the random data could have been gener-
ated when the generator 24 was in communication with the
apparatus 20 and then subsequently passed by the generator
24 to the device 10. It would also be possible for the generator
24 to only generate random data when in communication both
the device 10 and apparatus 20 so that the random data is
passed to both immediately, obviating the need for the
memory 23. Conversely, the random data could be generated
in advance of the trusted random data generator 24 being in
communication with either of the device 10 and apparatus 20
in which case the random data is stored in memory 23 and
subsequently passed to each of the device 10 and apparatus.

In the FIG. 2B form of the trusted random data generator
24, the random data is generated by the generator 24 acting
alone. FIG. 2C shows a different form of the trusted random
data generator 24 in which a QKD arrangement is used to
generate the OTP data—in the illustrated scenario, the trusted
random data generator 24 includes a QKD transmitter 26
arranged to interact with a QKD receiver 25 in the apparatus
20 in order to generate secret random data. The QKD trans-
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mitter 26 and receiver 25 can, of course, be swapped around;
furthermore, the OTP data could alternatively be generated by
a QKD interaction between the trusted generator 24 and a
QKD entity in the device 10. As with the FIG. 2B trusted
random data generator 24, the generator 24 of FIG. 2C also
includes a memory 23 for storing the generated random data
prior to transfer to the device 10 (or to the apparatus 20 if the
QKD interaction was with the device 10).

The trusted random data generator 24 can be totally inde-
pendent of the OTP device 10 and OTP apparatus 20 or can be
associated with one of these entities—for example, the
trusted random data generator 24 can be run by a bank that
also runs the OTP apparatus 20.

Returning now to a consideration of the provisioning block
14 of the device 10, rather than the secret random data being
generated using a QKD subsystem or being received by the
provisioning block 14 from an external source, the OTP pro-
visioning block 14 can include a random data generator 17 for
generating random data which is both used to provision the
memory 13 with OTP data, and passed via the data-transfer
interface 12 directly or indirectly (including via a trusted data
store) to other OTP apparatus with which the device 10
wishes to conduct OTP interactions. The random data gen-
erator is, for example, a quantum-based arrangement in
which a half-silvered mirror is used to pass/deflect photons to
detectors to correspondingly generate a “0”/“1” with a 50:50
chance; an alternative embodiment can be constructed based
around overdriving a resistor or diode to take advantage of the
electron noise to trigger a random event. Other techniques can
be used for generating random data, particularly where a
reduced level of security is acceptable—in such cases, some
relaxation can be permitted on the randomness of the data
allowing the use of pseudo random binary sequence genera-
tors which are well known in the art.

Where the secret random data is being received or being
passed on via the classical data-transfer interface 12, it is
highly desirable for the data to be encrypted (except possibly
where a wired interface is being used to interface directly with
OTP apparatus or a trusted data store). The encryption should
not, of course, be based on the Vernam cipher using existing
OTP data from the memory 13 since in this case as least as
much OTP data would be consumed as newly provisioned;
however the existing OTP data can be used to form a session
key for the (relatively) secure transfer of the new secret ran-
dom data.

It will be appreciated that the level of security that applies
to the sharing of secret random data between the device 10
and other OTP apparatus sets the maximum level of security
that can be achieved using a one-time pad formed from this
data; accordingly, if the user of the device 10 wishes to use the
OTP data held in the device 10 to achieve very high levels of
security for data transfer from the device, then the initial
sharing of the secret random data must involve corresponding
levels of security; however, if the OTP data is only to be used
for applications that do not warrant the highest levels of
security, then the security surrounding secret random data
sharing can be relaxed.

It will also be appreciated that the sharing of the secret
random data used for the one-time pads is generally restricted
to entities that know something about each other (such as their
respective identities or some other attribute); accordingly, the
sharing of the secret random data will normally be preceded
by a verification or qualification process during which each
entity satisfies itself that the other entity possesses appropri-
ate attributes. This applies not only for the OTP device 10 and
the complementary OTP apparatus 20, but also to the trusted
data store 21 and the trusted random data generator 24 which
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6

should check the attributes of any entity purporting to entitled
to receive OTP data before such data is passed on to that
entity.

The provisioning block 14 can simply append newly-ob-
tained secret random data to the existing OTP data in memory
13 or can combine the new secret random data with the
existing OTP data using a merge function, the merged data
then replacing the previous contents of the memory 13. Pref-
erably, the merge function is such that an eavesdropper who
has somehow managed to obtain knowledge of the new secret
random data, cannot derive any part of the merged data with-
out also having knowledge of the pre-existing OTP data in the
memory 13. A wide range of possible merge functions exist
including functions for encrypting the new secret random
data using the existing OTP data for the encrypting key, and
random permutation functions (it will be appreciated that
whatever merge function is used, it must be possible for the
complementary OTP apparatus to select and use the same
function on its copy of the new secret random data and its
existing OTP data). Merging of the new secret random data
and existing OTP data otherwise than by aggregation, can
only be done if the device 10 and the complementary OTP
apparatus have the same existing OTP data which should
therefore be confirmed between the device and apparatus
before the new secret random data and existing OTP data are
subject to merging. In this respect, it will be appreciated that
the OTP device 10 and the complementary OTP apparatus
may not have the same existing OTP data for a variety of
reasons such as a failed communication between the device
and apparatus resulting in one of them consuming OTP data
but not the other. Of course, it will frequently be possible for
the OTP device and the complementary OTP apparatus to
cooperate such that if either of them still has OTP data already
discarded by the other, then that entity also discards the same
data (one method of doing this is described later). However, it
will not always be possible for the device 10 and the comple-
mentary OTP apparatus to cooperate in this way, or even
check whether they have the same existing OTP data, at the
time that one or other of the device and apparatus is provided
with new secret random data—for example, ifthe OTP device
is being replenished with new secret random data by commu-
nication with a trusted random data generator, it may well be
that the trusted random data generator is not concurrently in
communication with the OTP apparatus, the new secret ran-
dom data only being subsequently shared with the OTP appa-
ratus. In this type of situation, the new secret random data
must be appended to the existing OTP data rather than being
merged with it.

OTP Consumption Block 15

The OTP consumption block 15 is arranged to carry out
tasks (‘applications’) that require the use (‘consumption’) of
OTP data from the memory 13; it is to be understood that,
unless otherwise stated herein, whenever data is used from the
OTP data held in memory 13, that data is discarded. As
already indicated, the OTP consumption block 15 is prefer-
ably provided by arranging for the main processor of the
device 10 to execute OTP application programs; however, the
consumption block 15 can additionally/alternatively com-
prise specialized hardware processing elements particularly
where the OTP application to be executed involves complex
processing or calls for high throughput.

A typical OTP consumption application is the generation
of'a session key for the exchange of encrypted messages with
the complementary OTP apparatus; in this case, the comple-
mentary OTP apparatus can generate the same session key
itself. Of course, the device 10 can securely communicate
with the complementary OTP apparatus by encrypting data to
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be sent using the Vernam cipher—however, this would
require the use of as much OTP data as there was data to be
exchanged and so give rise to rapid consumption of the OTP
data from memory 13.

Another OTP consumption application is the evidencing
that the device 10 (or its owner/user) possesses a particular
attribute. As already noted, the distribution of the secret ran-
dom data used for the one-time pads is generally restricted to
entities that know something about each other, such as their
respective identities or the possession of other particular
attributes (in the present specification, reference to attributes
possessed by an entity includes attributes of a user/owner of
the entity). An example non-identity attribute is an access
authorisation attribute obtained following a qualification pro-
cess that may involve the making of a payment. The secret
random data will only be shared after each entity (or a trusted
intermediary) has carried out some verification/qualification
process in respect of the identity or other attributes of the
other entity concerned. This verification/qualification can
simply be by context (a bank customer replenishing their
device 10 from an OTP apparatus within a bank may be
willing to accept that the secret random data being received is
shared only with the bank); however, verification/qualifica-
tion can involve checking of documentary evidence (for
example, a paper passport), or an automatic process such as
one based on public/private keys and a public key infrastruc-
ture. Whatever verification/qualification process is used to
control the sharing of secret random data, once such sharing
has taken place, OTP data based on the secret random data can
be used to prove the identity or other attributes of the pos-
sessor of the OTP data. Thus, for example, if OTP apparatus
knows that it shares OTP data with an OTP device 10 with
identity “X”, then the device 10 can identify itself to the
complementary OTP apparatus by sending it a data block
from the top of its one-time pad; the apparatus then searches
for this data block in the one or more OTP pads it possesses
and ifa match is found, it knows that it is communicating with
entity “X”. To aid finding a match, the device 10 preferably
sends the OTP apparatus an identifier of the one-time pad that
the device is proposing to use.

As already noted, communication failures and other issues
can result in different amounts of OTP data being held by the
OTP device 10 and the complementary OTP apparatus; more
particularly, the data at the top of the one-time pad held by
device 10 can differ from the data at the top of the one-time
pad held by the complementary OTP apparatus. This is
referred to herein as “misalignment” of the one-time pads. It
is therefore convenient for the OTP device and the comple-
mentary OTP apparatus to each obtain or maintain a measure
indicating how far it has progressed through its OTP data; this
measure can also be thought of as a pointer or index to the
head of'the OTP pad and is therefore referred to below as the
“head index”. Preferably, the head index is taken as the
remaining size ofthe OTP data; although other measurements
can be used for the head index (such as how much OTP data
has been used), measuring the remaining size of the OTP data
can be done at any time and so does not require any on-going
maintenance. Whatever actual numeric value of the measure
used for the head index, in the present specification the con-
vention is used, when discussing head index values, that the
nearer the top of the one-time pad is to the bottom of the pad,
the “lower” is the value of the head index.

The head index is used to correct for misalignment of the
one time pads held by the device 10A and the complementary
OTP apparatus as follows. Atthe start of any OTP interaction,
the device 10 and complementary OTP apparatus exchange
their head indexes and one of them then discards data from the
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top of its one-time pad until its head index matches that
received from the other—that is, until the one-time pads are
back in alignment at the lowest of the exchanged head index
values. When OTP data is used by the device or apparatus in
conducting the OTP transaction, the head index is sent along
with the OTP interaction data (e.g. an OTP encrypted mes-
sage) to enable the recipient to go directly to the correct OTP
data in its one-time pad; this step can be omitted since
although the one-time pads may have become misaligned by
the time a message with OTP interaction data successfully
passes in one direction or the other between the device and
apparatus, this misalignment is likely to be small and a trial-
and-error process can be used to find the correct OTP data at
the receiving end.

The Complementary OTP Apparatus

With regard to the complementary OTP apparatus with
which the OTP device 10 shares the same OTP data and can
therefore conduct an OTP-based interaction, this can be con-
stituted by apparatus in which all three functions of OTP
storage, provisioning, and consumption are contained within
the same item of equipment (as with the device 10); such OTP
apparatus is referred to herein as “self-contained” OTP appa-
ratus. However, it is also possible for the complementary OTP
apparatus to be distributed in form with one of the OTP
storage, provisioning, and consumption functions being in a
separate item of equipment from the other two, or with all
three functions in separate items of equipment to the OTP
storage and provisioning functions; such OTP apparatus is
referred to herein as “distributed” OTP apparatus. In distrib-
uted OTP apparatus it is, of course, necessary to ensure an
adequate level of security for passing OTP data between its
distributed functions. It is conceivable that one or both of the
provisioning and consumption functions are provided by
equipment that is also used by another distributed OTP appa-
ratus.

To illustrate the different roles that self-contained and dis-
tributed OTP apparatus can play, FIG. 3 shows the OTP
device 10 conducting an OTP interaction with a distributed
data processing system 27 such as a banking system. The
distributed system 27 comprises a central computer facility
28 that communicates with a plurality of customer-interfac-
ing units 29 by any suitable communications network. The
device 10 can communicate with one or more of the units 29
using its classical data-transfer interface 12.

In one possible scenario, each of the units 29 is a self-
contained OTP apparatus holding OTP data that is distinct
from the OTP data held by any other unit 29; in this case,
assuming that the device 10 only holds one pad of OTP data,
it is restricted to interacting with the unit 29 that holds the
same pad. Alternatively, the OTP device 10 can be arranged to
hold multiple pads of OTP data each corresponding to a pad
held by a respective one of the units 29, the device 10 then
needing to use data from the correct pad for the unit 29 with
which it wishes to conduct an OTP interaction.

In an alternative scenario, the central computer facility 28
is a self-contained OTP apparatus, the device 10 conducting
the OTP interaction with the facility 28; in this case, each of
the units 29 is simply a communications relay for passing on
the OTP interaction messages.

In a further alternative scenario, the central computer facil-
ity 28 holds the OTP data shared with the device 10 but the
units 29 are consumers of that data; in this case, the device 10
conducts the OTP interaction with one of the units, the unit
obtaining the needed OTP data from the facility 28 over the
internal network of the distributed system. In this scenario,
the distributed system 27 forms a distributed OTP apparatus.
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It may be noted that in the last scenario, it is possible to
arrange for each of the units 29 to be capable of taking part in
an OTP provisioning operation with the device 10, either by
passing on to the central computer facility 28 secret random
data provided by the device 10, or by generating random data
and passing it both to the device 10 and to the central facility
28; in this latter case, the units 29 independently generate
their random data.

Whatever the form ofthe complementary OTP apparatus, it
may have been designed to carry out OTP interactions with
multiple different devices 10, each with its own OTP data.
This requires that the complementary OTP apparatus hold
multiple different pads of OTP data, one for each device 10
with which it is to conduct OTP interactions; it also requires
that the OTP apparatus uses the correct OTP data when inter-
acting with a particular OTP device 10. One way of enabling
the OTP apparatus to determine quickly which is the correct
pad of OTP data to use in respect of a particular device 10, is
for each pad to have a unique identifier which the device sends
to the apparatus when an OTP interaction is to be conducted.
It is not necessary for this identifier to be sent securely by the
device 10 (unless there are concerns about an eavesdropper
tracking patterns of contact between particular devices and
the apparatus).

Increased-Security Consumption

For increased levels of security, the consumption block 15
of the OTP device 10 not only uses a one-time pad, but also
uses data from the one-time pad in combination.

Consider, for example, the use of OTP data to encrypt a
message. Normally, a message m is encrypted by XORing
(Exclusive ORing) the message with an equivalent-length
block of OTP data. Thus, if the message m comprises a
succession of bits m,, m,, m;, etc and the one-time pad
comprises a succession of bits [a] [b] [c] [d] [e] [{] etc, then
encryption of the message m using one OTP bit per bit of
message, results in the following ciphertext:

Ciphertext=m, XOR [a], m, XOR [b], m; XOR [c], etc.
If an eavesdropper Eve knows the message (known plaintext
attack), then Eve can determine the OTP contents [a] [b] [c]
etc. which may give Eve information about how the one-time
pad was provisioned or provide some other insight of use to
Eve.

It is therefore more secure to use two (or more) OTP bits to
encrypt each message bit as is depicted in FI1G. 4. In FIG. 4 an
OTP device 10 is illustrated as encrypting a message 32 and
sending it as ciphertext 40 to complementary OTP apparatus
20 where itis decrypted to recover the message 32. For clarity,
only the consumption block 15 of the device 10 is shown, the
block 15 being depicted as executing an encryption applica-
tion 34 to encrypt the message 32 using data from a one-time
pas 30 (held in OTP memory 13, not shown). The encryption
process 34 encrypts each message bit by using two bits from
the one-time pad 30. Thus, if the message m is again taken as
comprising a succession of bits m,, m,, m,, etc. and the
one-time pad is taken as comprising a succession of bits [a]
[b] [c] [d] [e] [{] etc, then the following ciphertext 40 is
obtained:

Ciphertext=m; XOR [a] XOR [b], m, XOR [c¢]XOR [d],

m; XOR [e] XOR [1], etc.
A decryption process 35 of the apparatus 20 reverses the
process, decrypting each ciphertext bit using two bits from its
one-time pad 31—for example, message bit m is recovered
from the first ciphertext bit ¢, by computing (¢, XOR [a']
XOR [b']) where [a'] and [b'] are the first two bits of the
one-time pad 31.

Now even if Eve knows the message m, Eve can only find
out the values of [a]XOR[b], [¢c]XOR][d], etc. but not the
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values of[a], [b], [c], [d] etc. Of course, the price for this extra
security is that more OTP data is used.

Itwill be appreciated that other encryption functions can be
used in place of the XOR function.

Multiplied usage of OTP data to give increased security can
also be applied to attribute verification. It will be recalled that
OTP data can be used to prove that the device (or its user)
possesses a particular attribute where the possession of this
attribute by the device (or its user) was verified at the time the
OTP data was provisioned to the device. Attribute verification
as previously described involved sending OTP from the
device to the apparatus. However, this enables an eavesdrop-
per to see the OTP data which might be of some value to the
eavesdropper. Accordingly, a more secure attribute verifica-
tion process can be implemented based on the device 10
generating an attribute verifier by combining OTP data in a
predetermined manner that conceals the OTP data involved.

More particularly, FIG. 5 illustrates an OTP device 10 with
consumption block 15 and OTP pad 30; again, for clarity, the
other functional blocks of the device 10 are not shown. To
prove to a complementary OTP apparatus 20 that the device
10 possesses a particular attribute, the block 15 executes an
application 37 to create an attribute verifier 45 and send it to
the apparatus. The attribute verifier is formed, in this
example, by XORing together the top two data blocks of the
OTP pad 30. On receiving the attribute verifier, the apparatus
20 executes a check process 38 using the equivalent data
blocks from its own one-time pad 31 (for example, the check
process XORs the top two blocks of the pad 31 and compares
the result with the verifier received from the device 10; alter-
natively, the two top blocks of the pad 31 are XORed with the
received verifier—this will produce an all zero result if the
two top blocks of the pad 31 correspond to the blocks from
pad 30 used to produce the verifier).

The process for creating the attribute verifier in the FIG. 5
embodiment can be viewed as encrypting one OTP data block
using another OTP data block as the encrypting key.

It will be appreciated that the attribute verifier can be
formed by combining together more than two data blocks
from the one-time pad 30 (thus if the first three blocks are [a]
[b] [¢c], the attribute verifier can be formed as [a] XOR [b]
XOR [c]). It will also be appreciated that other combining
functions can be used instead of the XOR function provided
the function successfully conceals the OTP data.

In the embodiment described above with respect to FIGS.
4 and 5, the pads 30 and 31 are preferably aligned before the
applications 34, 37 are executed (though a trial-an-error
approach can alternatively be adopted). Furthermore, the
embodiments of FIGS. 4 and 5 can be implemented regard-
less of how the one-time pad data has been provisioned to the
device 10.

It will be appreciated that many variants are possible to the
above described embodiments of the invention.

For example, although in the foregoing, embodiments of
the invention have been described in relation to an OTP
device that incorporates, in a self-contained form, OTP stor-
age, provisioning, and consumption, it is to be understood
that the device could generally be replaced by a distributed
arrangement of its functional blocks.

Furthermore, encrypting a data by combining it with at
least two OTP data bits, is not restricted to protecting a mes-
sage to be transmitted but can be applied to protecting data to
be stored securely and subsequently recovered (potentially by
the same device as that which encrypted it).

The invention claimed is:

1. A method of using one-time pad data performed by a
processor-based system, the method comprising:
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encrypting data, with said processor-based system, by
combining a first succession of bits of the data being
encrypted with a second succession of bits from said
one-time pad data;

in which one set of bits of a size from said first succession

of'bits is combined with at least two sets of bits of at least
said size from said second succession of bits to form an
output, said size comprising at least one bit;
wherein the first succession of bits comprise a message to
be encrypted, said output being the encrypted message;

such that decryption of the encrypted message comprises
combining together the encrypted message and a copy of
said second succession of bits.

2. A method according to claim 1, wherein bits from said
first succession of bits are combined with bits from said
second succession of bits by Exclusive ORing.

3. A method according to claim 1, wherein each set of bits
from said first succession of bits is encrypted by being com-
bined with a combination of said at least two sets of bits from
said second succession of bits, said combination being
formed by Exclusive OR operation.

4. A method according to claim 1, wherein a combination
of'anumber ofbits from said second succession of bits is used
as an attribute verifier.

5. The method of claim 1, in which said at least two sets of
bits are consecutive sets within said second succession of bits.

6. The method of claim 1, in which each said one set of bits
from said first succession of bits is combined with a different
said at least two sets of bits from said second succession of
bits.
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7. A device comprising:

a memory for holding one-time pad data, and

a hardware data processor arranged;

to receive a first succession of bits and a second succession

of bits representing said one-time pad data; and
to encrypt said first succession of bits by combining a set of
bits of a size from said first succession of bits with a
combination of at least two sets of bits of at least said
size from said second succession of bits to form an
output, in which said size comprises at least one bit;

wherein said first succession of bits represent a message to
be encrypted, said output being the encrypted message;

such that decryption of the encrypted message comprises
combining together the encrypted message and a copy of
said second succession of bits.

8. A device according to claim 7, wherein the data proces-
sor is arranged to combine together said set of bits from said
first succession of bits to said combination by Exclusive
ORing.

9. A device according to claim 7, wherein said combination
is formed using an Exclusive OR operation.

10. A device according to claim 7, wherein a combination
of'a number ofbits from said second succession of bits is used
as an attribute verifier.

11. The device of claim 7, in which, in which said at least
two sets of bits are consecutive sets within said second suc-
cession of bits.

12. The device of claim 7, in which each said one set of bits
from said first succession of bits is combined with a different
said at least two sets of bits from said second succession of
bits.
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